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Mission Statement

Our education policy is founded in the message “I have come that they may have life and live it to the full.” This life reflects the love and knowledge of God. We will endeavour, therefore, to prepare each child to receive this knowledge and love on every plane and to grow accordingly: spiritually, physically, morally and intellectually. Our aim is the development of the whole child – to whom according to his needs – from whom according to her ability.
The Staff of St Mary’s Primary School will aim to create an environment in which quality learning and teaching is paramount. Behaviour will be positively managed and opportunities will be provided for pupils to achieve success and have that success acknowledged.

The Staff will seek to enhance the self esteem of all pupils by showing sensitivity to individual needs.

The school will seek to reward the good work and behaviour of all pupils and encourage a sense of ownership in the development of classroom rules which reflect the school’s ethos and code of conduct.

While staff will seek to develop positive relationships with and amongst pupils it may occasionally be necessary to use sanctions when a child persistently behaves inappropriately, or when there is serious misbehaviour.

[image: image2.png]£ o\ RIGHTS

(™ V1) RESPECTING

SCHOOLS

- 4 \
€OV
o £

N

UNITED KINGDOM

RECOGNITION OF COMMITMENT





Vision Statement:

‘Live, Love, Learn Together’

Mission Statement

In St Mary’s our education policy is founded in the message “I have come that they may have life and live it to the full”. This life reflects the love and knowledge of God. We will endeavour, therefore, to prepare each child to receive this knowledge and love on every plane and to grow accordingly: spiritually, physically, morally and intellectually. Our aim is the development of the whole child – to whom according to his needs – from whom according to her ability. 

We the Governors of St Mary’s Primary School believe the school to be a vital part of the Catholic Community and are firmly committed to:

· The aims of Catholic Education – Creating the atmosphere of a believing community committed to living out in its daily life operation the Christian way of life.

· Providing effective education for all our children. We aim to maintain the highest standards of education, which are in keeping with the aptitudes and needs of the individual pupil and which prepare them adequately for their future role in society.

· Encouraging pupils to be confident, independent and responsible learners through the development of a curriculum which is adapted to suit the needs and abilities of all pupils.

· Developing positive pastoral care systems in the school.

· Establishing close links with the home, the parish and the wider community. Our policy recognises parents as having an important role in the education of their children. We will strive in St Mary’s to make them feel valuable members of the school community, whose contribution is realised and appreciated. It is only by co-operation and mutual respect that the children can develop fully.

· We aim to create and maintain an open and caring community where each child can achieve his/her potential. We aim to teach them to love and respect themselves and each other. In addition, we aim to instil in the children a tolerance and respect for different traditions in our country.

Our staff, pupils, parents and Governors are fully committed to the aims of the school and demonstrate a strong sense of loyalty. We all work well in partnership, putting the best interests of the children first. Our open-door policy ensures a warm welcome for parents to the school, where they are given clear information about their child’s progress, the school’s curriculum and day-to-day organisation of the school.

Introduction 
In St Mary’s Primary School we believe that e-safety is of paramount importance. The Internet and other digital technologies are very powerful resources which can enhance learning and teaching when used effectively and appropriately. The Internet is an essential element of 21st century life for education, business and social interaction. Our school provides pupils with opportunities to use excellent resources on the Internet, along with developing the skills necessary to access, analyse and evaluate them in a safe, responsible manner. The DENI Circular 2007/1 on Acceptable Use of the Internet and Digital Technologies in Schools states, “Used well, digital technologies are powerful, worthwhile educational tools: technical safeguards can partly protect users, but education in safe, effective practices is a key goal for schools”
This document sets out the policy and practices for safe and effective use of the Internet in St Mary’s Primary School. This policy has been drawn up by the ICT Co-ordinator, Designated Teacher for Child Protection under the leadership of the Principal, with valuable input from the school staff. It has been approved by Governors and is made available to all parents through the school website. 
Code of Safe Practice
When using the internet, email systems and digital technologies, all users must comply with all relevant legislation on copyright, property theft, libel, fraud, discrimination and obscenity. The Staff/Volunteer ICT Acceptable Use Policy, the Parent/Carer Online Safety Acceptable Use Policy (March 2018) and the online Safety Pupil Agreement documents for KS1/KS2 makes explicit to all users (staff and pupils) what is safe and acceptable in St Mary’s Primary School and what is not. 
The scope of the Code covers fixed and mobile Internet; school PC’s, iPads, laptops and digital equipment. It should also be noted as outlined in the above policies that the use of devices owned personally by staff and pupils but brought onto school premises (such as mobile phones) is subject to the same requirements as technology provided by the school. The ICT Co-ordinator will monitor the effectiveness of the Code of Practice, particularly in the light of new developments in technology. 
Code of Practice for Pupils 
Pupil access to the Internet is through a filtered service provided by C2K which should ensure educational use of resources is safe and secure, while protecting users and systems from abuse. 
Parental permission is sought from Parents before pupils access the Internet each year through the Parent/Guardian Online Safety Acceptable Use Policy (March 2018). Parents/Guardian and pupils sign the relevant Acceptable Use Policies and agreements and copies are held on file. Our Code of Safe Practice is reviewed each school year and is signed by pupils/parents. Pupils where possible, use sites pre-selected by the teacher and appropriate to their age group. Pupils in Key Stage 2 are educated in the safe and effective use of the Internet through:

· school assemblies

· Annual Safer Internet Day

· Internet Safety Workshops 

· Google’s ‘Be Internet Legends’ internet safety resource scheme of work for KS2 pupils.  
It should be accepted, however, that however rigorous these measures may be, they can never be 100% effective. Neither the school nor C2K can accept liability under such circumstances.

Mobile Phones
The use of mobile phones by pupils is not normally permitted on the school premises, however in exceptional circumstances prior consent may be granted by the Principal. 

Sanctions 
Incidents of technology misuse which arise will be dealt with in accordance with the school’s discipline policy. Minor incidents will be dealt with by the Principal/ICT Co-ordinator and may result in a temporary ban on Internet use. Incidents involving child protection issues will be dealt with in accordance with school child Protection procedures.
Code of Practice for Staff 
Staff have assisted in the creation of the ‘Staff & Volunteer ICT Acceptable Use Policy and sign this agreement on an annual basis. 
Staff have agreed to the following Code of Practice:
· Pupils accessing the Internet should be supervised by an adult at all times. 
· All pupils are aware of the rules for safe and effective use of the Internet.
· All pupils have written permission from parents. 
· Deliberate/accidental access to inappropriate materials or any other breaches of the school code of safe practice should be reported immediately to the class teacher/Principal/ICT Co-ordinator 
· In the interests of system security, staff passwords will not be disclosed to anyone else.
· Photographs of pupils should be taken with a school iPad/camera and images stored on a centralised area on the school network, accessible only to teaching staff.

Internet Safety Awareness 

It is essential to educate all users in the safe and effective use of the Internet and all other forms of digital communication. We see education in appropriate, effective and safe use as an essential element of the school curriculum. This education is as important for staff and parents as it is for pupils. The Internet is an open communications channel, available to everyone. Anyone can send messages or publish materials with little restrictions. This brings pupils into contact with people from all sectors of society and with a wide variety of materials. 
Areas of concern 
Potential contact Pupils may come into contact with someone on-line who may harm them. Some adults use chat rooms or e-mails to communicate with children for inappropriate reasons. Pupils need to be taught:

· People are not always who they say they are. 
· The ‘stranger danger’ applies to people they encounter on the Internet. 
· They should never give out personal details 
· They should never meet anyone contacted via the Internet 
Inappropriate Contact 
Through the Internet there are unsuitable materials in many varieties. Pupils need to be taught:

· Information on the Internet is not always accurate or true. 
· To question the source of the information. 
· How to respond to unsuitable materials or requests and they should inform a teacher/adult immediately

Internet Safety Awareness for Pupils / Staff / Parents 

The internet safety policy is available for parents on request. The code of practice for pupils as outlined in the Online Safety Pupil Agreement documents for KS1 and KS2 is sent home at the start of each school year for pupils and parents to sign. Parents/Careers also sign the Online Safety Acceptable Use Policy. Internet safety workshops will be provided for pupils, staff and parents each school year. Parents will be advised to discuss SMART tips with their children which are also available to download from our school website at www.stmaryspsdunsford.co.uk. Online safety parent guides are distributed at the start of each school year and are also available in the school foyer. Pupils in KS2 will complete an Internet Safety Scheme of Work created by Google entitled ‘Be Internet Legends’, which is a comprehensive series of lessons covering every aspect of Internet Safety. 
Digital and video Images of Pupils 

Parental permission is sought through our Policy for the Safe Use of Children’s Images at the start of each year to cover the use of photographs of pupils on the school website, in the local press and for display etc. within school and written permission must be obtained from the parent/carer.
School Website 
Our school website at www.stmaryspsdunsford.co.uk promotes and provides up to date information about the school, as well as giving pupils an opportunity to showcase their work and other aspects of school life. In order to minimise risks of any images of pupils on the school website being used inappropriately the following steps are taken: 
· Group photos are used where possible, with general labels/captions; 
· Children’s names will not be included in photographs of children published on the school website.
· The website does not include home addresses, telephone numbers, personal e-mails or any other personal information about pupils or staff. 
· Website links selected by teachers may be put on the website for pupils to access outside of school – sites will be previewed and checked regularly. 
· Parents’/Carers’ permission will be sought to publish pupils work and/or photographs. These will only be published subject to the strict safeguards above.
Storage of Images 

Digital and video images of pupils are, where possible, taken with school equipment. Images are stored on a centralised area on the school network.
Social Software 

Chatrooms, blogs and other social networking sites are blocked by the C2K filters so pupils do not have access to them in the school environment. However, we regard the education of pupils on the safe and responsible use of social software as vitally important and this is addressed through our Internet Safety Education for pupils. Instances of cyber bullying of pupils or staff will be regarded as very serious offences and dealt with according to the school’s discipline policy and child protection procedures. Pupils are aware that any misuse of mobile phones/websites/email should be reported to a member of staff immediately. All reasonable and appropriate steps have been taken to protect pupils. The school recognises that despite employing safety procedures, in some circumstances, the Internet may give children access to undesirable information or images. Children are regularly reminded that should they encounter inappropriate material on line they must immediately leave that website and inform an adult. Should a child or teacher encounter unsuitable material through the managed service, this will be reported to C2k via the C2k helpdesk number.

Policy Review 

Internet technology and school use of resources will develop and change with time. It is our intention to revise and up-date our Internet Safety Policy as appropriate and where necessary.
This policy was adopted a Board of Governors meeting held on 

11th October 2017 
Signed: _____________________________ Chairperson
Signed: _____________________________ Principal 
Date Policy Reviewed: October 2017

Next review: October 2019  
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E-Safety Policy 








Article 3


All adults should do what is best for you. 





Article 16


You have the right to privacy





Article19


You have the right to be protected 
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